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Executive summary 2

Back in 2020 we had an initial request from one of our customers to perform a third party security assessment. Ever since then we keep doing this proactively every year as a commitment to all of our
customers using Cybervadis as an external third party auditor to e& itor our maturity level and improvements in information security.

Cybervadis is a scalable solution for managing the full third-party cybersecurity risk assessment process. The Cybervadis assessment process is based on a methodology that maps to all major
international compliance standards (such as ISO/IEC-27001, GDPR, PCI-DSS, HIPAA, CNIL) and combines the speed of automation with the accuracy and effectiveness of a team of experts.
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Jan-25 Cybervadis assessment result &

« the score was validated and communicated on 21 Mar 2025
« the score obtained by N-SIDE from Cybervadis assessment increased to 963 / 1000 'MATURE

« this score is higher than the Average score (674)
We're proud to share that our latest CyberVadis assessment score has increased to an impressive 963/1000, once again placing N-SIDE well above the industry average of 674.
This achievement highlights our ongoing commitment to cybersecurity excellence, and we're thrilled to have been awarded the CyberVadis Platinum badge for the second consecutive year.

This recognition is a strong testament to the continuous efforts of our teams in maintaining the highest standards in data protection, risk management, and security practices.

Certificate of Cybersecurity Assessment
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& Export report
Mar 21, 2025 -

OVERALL SCORE FOCUS AREA SCORES
Data Privacy / GDPR Data Protection Third-Party Business Gontinuity
963 Management
/1000

— Average score MATURE MATURE MATURE MATURE

Identify Protect Detect React
982 Mature 953 Mature 1000 mature 939 Mature
———

Overall score

Page 1 of 8


https://cybervadis.com/
https://cybervadis.com/
https://cybervadis.com/
https://drive.google.com/file/d/1rR40-C4l3DFKmvfMPfffFUrNyRCLOBlq/view?usp=drive_link

EXECUTIVE SUMMARY cybervadis
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React

Identify Protect Detect
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————
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Logging &

Detect
 Develop and implement the appropriate measures to identify the accurrence of
monitoring

a cybersecurity event
Anomalies &
events

Detection process
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Logging & monitoring
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Detect - Function score details
Identify Protect Detect React
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© Develop and implement the appropriate measures to take action regarding a
detected cybersecurity event

Incident
management
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Jan-24 Cybervadis assessment result &
« the score was validated and communicated on 27 Mar 2024
« the score obtained by N-SIDE from Cybervadis assessment increased to 950 / 1000 ‘MATURE

« this score is higher than the Average score (661)
We are proud to announce that our commitment to excellence in cybersecurity has been recognized with the prestigious CyberVadis Platinum badge, a testament to our continuous efforts in

maintaining the highest standards in data protection and security."
Rated

2024

cybervadis
wCybervadis

Certificate of Cybersecurity Assessment

certifies that

N-SIDE

received a cybersecurity

assessment, scoring Mature 950/]000
in their overall score

Assessed in: 27 Mar 2024
Valid until: 26 Mar 2025
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EXECUTIVE SUMMARY cybervadis
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Identify Protect Detect React
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Jan-23 Cybervadis assessment result @

« the score was validated and communicated on 26 Jan 2023
« the score obtained by N-SIDE from Cybervadis assessment increased to 885 / 1000 MATURE

« this score is higher than the Average score (640)
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> Function score details &

EXECUTIVE SUMMARY
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Executive summary
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Identify Protect Detect React
961 Mature 842 peveloped 956 Mature 980 Mature

Protect

® Implement security measures that will contribute to limit or contain the impact
of a potential cybersecurity event Awareness & Access
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Third-party
management

Information
proteciion

Network
management &
mobile security

Physical
rotection

Infrastructure Sacurily in
securlty projects &
applications.

development
(@) Company score  [[1) Average score

Protect - Function score details

Identify Protect Detect React
961 Mature 842 Developed 956 Mature 980 Mature
-
Detect
® Develop and impl the i to identify the of
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Logging &
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Detection process.

(@) Company score (1) Average score

Detect - Function score details

Identify Protect Detect React
961 Mature 842 Developed 956 Mature 980 Mature
React

 Develop and implement the appropriate measures to take action regarding a
detected cybersecurity event

Incident

Improvements management
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React - Function score details

Jan-22 Cybervadis assessment result &

« the score was validated and communicated on 6 Jan 2022
« the score obtained by N-SIDE from Cybervadis assessment increased to 750 / 1000 'DEVELOPED

« this score is higher than the Average score (648)
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dis Home

ties of head offices; management consultancy activities

Jan 6,2022

Performance Improvement Plan Documents
OVERALL SCORE FOCUS AREA SCORES
Data Privacy / GDPR Data Protection Third-Party Management Business

75011 000

== Average score

Feb-21 Cybervadis assessment result @
« the score was validated and communicated on 1 Feb 2021
« the score obtained by N-SIDE from Cybervadis assessment is 720 / 1000 DEVELOPED

« this score is higher than the Average score (653)

Home Ongoing assessment

ties of head offices; management consultancy activities

Performance Improvement Plan Documents
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